
The Ergonaut’s Guide to Privacy

My proposal is to create an online module that teaches users about the importance of privacy
and how to maintain a safe, private online experience. The module will include written materials,
video demonstrations, and a step by step guide that users can follow to create and use the Ergo
blockchain privately. After completing the module, users will have an anonymous wallet and
know how to use it without compromising their privacy. The course may end up on YouTube or a
free learning management software like Coursera. This course will be 100% free for users.

Below is a preliminary outline of topics to be covered:

Why is privacy important?

General Privacy Preserving Practices
1. Creating Secure Passwords
2. Enabling Two-Factor Authentication
3. Setting Up a VPN
4. Protecting Your Machine
5. Maintaining Private Online Communications
6. Tor & Web Browsing

Privacy on the Blockchain
1. Setting Up the Mixer
2. Creating a Private Wallet
3. Sending and Receiving Funds Privately
4. Cold Wallets
5. Protecting Your Seed Phrases

Avoiding Privacy Leaks: A Not-To-Do List
1. Personally Identifiable Information
2. Untrusted Applications
3. Public Wi-Fi
4. Ad Personalization
5. Account Sharing


